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September 29, 2023

Dear <<First Name>> <<Last Name>>,

Prospect Medical Holdings, Inc. (“Prospect Medical”) is committed to protecting the confidentiality and security of the
information we maintain. We are writing to let you know about a data security incident that involved some of your
information. This letter explains the incident, measures that have been taken, and some steps you can take in response.

On August 1, 2023, Prospect Medical learned of a data security incident that disrupted the operations of some of our IT
systems. We immediately took steps to secure our systems, contain the incident, and notify law enforcement.
Additionally, a third-party forensic firm to conduct an investigation.

Through our ongoing investigation, on September 13, 2023, we determined that an unauthorized party gained access to
our IT network between the dates of July 31, 2023 and August 3, 2023. While in our IT network, the unauthorized party
accessed and/or acquired files that contain information pertaining to certain Prospect Medical patients. Our investigation
concluded that some of these files contained your information, such as your name, <<Variable Text>>.

We are notifying you of this incident to assure you that we take it seriously. We have arranged for you to receive credit
monitoring and identity protection services through the company IDX at no cost to you. These identity protection
services include one-year of credit and CyberScan monitoring, a $1,000,000 insurance reimbursement policy, and fully
managed identity theft recovery services. These services are completely free to you, and enrolling in this program will
not hurt your credit score. For more information on the services, including instructions on how to activate your
complimentary one-year membership, please visit http://response.idx.us/prospectmedical or call 1-888-979-0012
or scan the QR image and use the Enrollment Code provided above. Please note the deadline to enroll is
December 29, 2023. For more information on identity protection as well as some additional steps you can take in
response, please see the pages that follow this letter.

We deeply regret any inconvenience or concern this incident may cause and take this matter seriously. To help prevent
something like this from happening again, we have implemented, and will continue to adopt, additional safeguards and
technical security measures to further protect and monitor our systems. If you have any questions about this incident,
please call 1-888-979-0012, Monday through Friday, 6:00 am — 6:00 pm, Pacific Time (excluding major U.S. holidays).

Sincerely,

Don Kreitz
SVP Southern California Hospitals



IDX IDENTITY PROTECTION

1. Website and Enrollment. Scan the QR image or go to http://response.idx.us/prospectmedical and follow the
instructions for enrollment using your Enrollment Code provided at the top of the letter. The enrollment deadline is
December 29, 2023.

2. Activate the credit monitoring provided as part of your IDX identity protection membership. The monitoring
included in the membership must be activated to be effective. Note: You must have established credit and access to a
computer and the internet to use this service. If you need assistance, IDX will be able to assist you.

3. Telephone. Contact IDX at 1-888-979-0012 to gain additional information about this event and speak with
knowledgeable representatives about the appropriate steps to take to protect your credit identity.

IDX Identity will include one-year enrollments into the following service components:

SINGLE BUREAU CREDIT MONITORING (adults*) - Monitoring of credit bureau for changes to the
member’s credit file such as new credit inquires, new accounts opened, delinquent payments, improvements in
the member’s credit report, bankruptcies, court judgments and tax liens, new addresses, new employers, and
other activities that affect the member’s credit record.

CYBERSCAN™ - Dark Web monitoring of underground websites, chat rooms, and malware, 24/7, to identify
trading or selling of personal information like SSNs, bank accounts, email addresses, medical ID numbers,
driver’s license numbers, passport numbers, credit and debit cards, phone numbers, and other unique identifiers.

IDENTITY THEFT INSURANCE - Identity theft insurance will reimburse members for expenses associated
with restoring their identity should they become a victim of identity theft. If a member’s identity is
compromised, the policy provides coverage for up to $1,000,000, with no deductible, from an A.M. Best
“A-rated” carrier. Coverage is subject to the terms, limits, and/or exclusions of the policy.

FULLY MANAGED IDENTITY RECOVERY - IDX’s fully managed recovery service provides restoration
for identity theft issues such as (but not limited to): account creation, criminal identity theft, medical identity
theft, account takeover, rental application, tax fraud, benefits fraud, and utility creation. This service includes a
complete triage process for affected individuals who report suspicious activity, a personally assigned IDCare
Specialist to fully manage restoration of each case, and expert guidance for those with questions about identity
theft and protective measures.



ADDITIONAL STEPS YOU CAN TAKE

We remind you it is always advisable to be vigilant for incidents of fraud or identity theft by reviewing your account
statements and free credit reports for any unauthorized activity. You may obtain a copy of your credit report, free of
charge, once every 12 months from each of the three nationwide credit reporting companies. To order your annual free
credit report, please visit www.annualcreditreport.com or call toll free at 1-877-322-8228. Contact information for the
three nationwide credit reporting companies is as follows:

o Equifax, PO Box 740241, Atlanta, GA 30374, www.equifax.com, 1-800-685-1111
e Experian, PO Box 2002, Allen, TX 75013, www.experian.com, 1-888-397-3742
e  TransUnion, PO Box 1000, Chester, PA 19016, www.transunion.com, 1-800-888-4213

If you believe you are the victim of identity theft or have reason to believe your personal information has been misused,
you should immediately contact the Federal Trade Commission and/or the Attorney General’s office in your state. You
can obtain information from these sources about steps an individual can take to avoid identity theft as well as
information about fraud alerts and security freezes. You should also contact your local law enforcement authorities and
file a police report. Obtain a copy of the police report in case you are asked to provide copies to creditors to correct your
records. Contact information for the Federal Trade Commission is as follows:

e Federal Trade Commission, Consumer Response Center, 600 Pennsylvania Avenue NW, Washington, DC
20580, 1-877-IDTHEFT (438-4338), www.identitytheft.gov

Fraud Alerts and Credit or Security Freezes:

Fraud Alerts: There are two types of general fraud alerts you can place on your credit report to put your creditors on
notice that you may be a victim of fraud—an initial alert and an extended alert. You may ask that an initial fraud alert
be placed on your credit report if you suspect you have been, or are about to be, a victim of identity theft. An initial
fraud alert stays on your credit report for one year. You may have an extended alert placed on your credit report if you
have already been a victim of identity theft with the appropriate documentary proof. An extended fraud alert stays on
your credit report for seven years.

To place a fraud alert on your credit reports, contact one of the nationwide credit bureaus. A fraud alert is free. The
credit bureau you contact must tell the other two, and all three will place an alert on their versions of your report.

For those in the military who want to protect their credit while deployed, an Active Duty Military Fraud Alert lasts for
one year and can be renewed for the length of your deployment. The credit bureaus will also take you off their
marketing lists for pre-screened credit card offers for two years, unless you ask them not to.

Credit or Security Freezes: You have the right to put a credit freeze, also known as a security freeze, on your credit
file, free of charge, which makes it more difficult for identity thieves to open new accounts in your name. That’s
because most creditors need to see your credit report before they approve a new account. If they can’t see your report,
they may not extend the credit.

How do I place a freeze on my credit reports? There is no fee to place or lift a security freeze. Unlike a fraud alert, you
must separately place a security freeze on your credit file at each credit reporting company. For information and
instructions to place a security freeze, contact each of the credit reporting agencies at the addresses below:

e  Equifax Security Freeze, PO Box 105788, Atlanta, GA 30348, www.equifax.com
e  Experian Security Freeze, PO Box 9554, Allen, TX 75013, www.experian.com
e  TransUnion Security Freeze, PO Box 160, Woodlyn, PA 19094, www.transunion.com

You'll need to supply your name, address, date of birth, Social Security number and other personal information. After
receiving your freeze request, each credit bureau will provide you with a unique PIN (personal identification number) or
password. Keep the PIN or password in a safe place. You will need it if you choose to lift the freeze.



How do 1 lift a freeze? A freeze remains in place until you ask the credit bureau to temporarily lift it or remove it
altogether. If the request is made online or by phone, a credit bureau must lift a freeze within one hour. If the request is
made by mail, then the bureau must lift the freeze no later than three business days after getting your request.

If you opt for a temporary lift because you are applying for credit or a job, and you can find out which credit bureau the
business will contact for your file, you can save some time by lifting the freeze only at that particular credit bureau.
Otherwise, you need to make the request with all three credit bureaus.

Additional information for residents of the following states:

Maryland Residents: You may contact and obtain information from your state attorney general at: Maryland Attorney
General’s Office, 200 St. Paul Place, Baltimore, MD 21202, 1-888-743-0023 / 1-410-576-6300, www.oag.state.md.us

New York Residents: You may contact and obtain information from these state agencies: New York Department of
State Division of Consumer Protection, One Commerce Plaza, 99 Washington Ave., Albany, NY 12231-0001,
518-474-8583 / 1-800-697-1220, http://www.dos.ny.gov/consumerprotection; and New York State Office of the Attorney
General, The Capitol, Albany, NY 12224-0341, 1-800-771-7755, https://ag.ny.gov

North Carolina Residents: You may contact and obtain information from your state attorney general at: North
Carolina Attorney General’s Olffice, 9001 Mail Service Centre, Raleigh, NC 27699, 1-919-716-6000 /
1-877-566-7226, www.ncdoj.gov

Rhode Island Residents: Under Rhode Island law, you have the right to file and obtain a copy of a police report. You
also have the right to request a security freeze, as described above. You may contact and obtain information from your
state attorney general at: Rhode Island Attorney General’s Olffice, 150 South Main Street, Providence, RI 02903,
1-401-274-4400, www.riag.ri.gov

West Virginia Residents: You have the right to ask that nationwide consumer reporting agencies place "fraud alerts" in
your file to let potential creditors and others know that you may be a victim of identity theft, as described above. You
also have a right to place a security freeze on your credit report, as described above.

A Summary of Your Rights Under the Fair Credit Reporting Act: The federal Fair Credit Reporting Act (FCRA)
promotes the accuracy, fairness, and privacy of information in the files of consumer reporting agencies. There are many
types of consumer reporting agencies, including credit bureaus and specialty agencies (such as agencies that sell
information about check writing histories, medical records, and rental history records). Your major rights under the
FCRA are summarized below. For more information, including information about additional rights, go
to www.consumerfinance.gov/learnmore or write to: Consumer Financial Protection Bureau, 1700 G Street N.W.,
Washington, DC 20552.

e You must be told if information in your file has been used against you.

e You have the right to know what is in your file.

* You have the right to ask for a credit score.

e  You have the right to dispute incomplete or inaccurate information.

e Consumer reporting agencies must correct or delete inaccurate, incomplete, or unverifiable information.

e Consumer reporting agencies may not report outdated negative information.

e Access to your file is limited.

e You must give your consent for reports to be provided to employers.

e You may limit “prescreened” offers of credit and insurance you get based on information in your credit
report.

* You have a right to place a “security freeze” on your credit report, which will prohibit a consumer reporting
agency from releasing information in your credit report without your express authorization.

e You may seek damages from violators.

e Identity theft victims and active-duty military personnel have additional rights.



TAGLINES

English Tagline

ATTENTION: If you need help in your language call 1-800-708-3230 TTY: 711. Aids and services for
people with disabilities, like documents in braille and large print, are also available. Call 1-800-708-
3230 TTY: 711. These services are free of charge.

(Arabic) A aly jadll

1-800-708-3230 = Joails clials saclisadl I ciadal 13] oldi¥) o

1-800- = Joadl €l Jaadl gy (§ 5 A8y phay & 55l ilaisall B sdBle Y1 (555 Gl cilenall y Silae Ll Uil 855 TTY: 711
708-3230

Agilas Cilexallsia TTY: 711

Zujipkb whwwy (Armenian)

NhTUR OREFSORL: Bph 2kq ogunipynit | hwupljun|np 2k (Egqyny, quiquhwpkp 1-800-708-3230
TTY: 711: Wb bwh odwbinuly Thengubp m dwnwpmpyniibbkp hwydwinudnipynih nibkgnn whdwbg
hunlwp, ophtiwly” Fpuyh gqpunhyni m junpnpunwn nuyugpus iympkp: Quitquhwpkp 1-800-
708-3230 TTY: 711: Uyn dswnwnipmibiibpb win]dwp B:

WONAMEHMUTAMANSH1 (Cambodian)

Bafis migan m medgm mman memen wy gsinrescione 1-800-708-3230 TTY: 711+ dgm Bn sochmge aiend oefime 4EO0 RIS ARG

agnioafimmein goAnMemnUmATIIENE fnmmmesasie wdineunans 1-800-708-3230 TTY: 711+ ennryuginaidafieganiepioe

{5 & 3518 (Simplified Chinese)

HEE MBS ELUSNEHEEMEAR), HEER 1-800-708-3230

TTY:

711, FENSATREHNREATOSZHMAES, FNEXAATEREE  2EFAHFRA, BEE
1-800-708-3230 TTY: 711, HLERFBEZ LN,

(Farsi) (o jd Ol 4 cillaa

U pada Dlad 5SS b 580 i 1-800-708-3230 TTY: 711 L i€ il 30 S 2 4 sl pa e Sl s s
e 1-800-708-3230 TTY: 711 L .ol 2 g pe 3 685 iy bola 5 i dad sladas aiile sl plae (51 5ls 2 i)
Ol claa o) 2,8

gl a4 )

gfat &rerE (Hindi)

ST 3 SATT AT AT ST F HATAAT #1 AF9[TFar 2 a7 1-800-708-3230 TTY: 711 U7 Fie F7)
AT AT AR 3 AT FETAAT A7 T2, T o A7 72 ofe 7 off zqamas 37"y 21 1-800-708-3230
TTY: 711 9% Fie F7| T F7ATH AT 9[F 21




Nge Lus Hmoob Cob (Hmong)

CEEB TOOM: Yog koj xav tau kev pab txhais koj hom lus hu rau 1-800-708-3230 TTY: 711. Muaj cov
kev pab txhawb thiab kev pab cuam rau cov neeg xiam oob ghab, xws li puav leej muaj ua cov ntawv
su thiab luam tawm ua tus ntawv loj. Hu rau 1-800-708-3230 TTY: 711. Cov kev pab cuam no yog

pab dawb xwb.

H#A:ERD (Japanese)

TEBFRETONDA;SELSSIE 1-800-708-3230 TTY:

TNABEZECHE L, ATOEEPYTOLAERTA L, BALEERBOEDEHOH— KR
HELTwzxd. 1-800-708-3230 TTY:

THM~EFBHELEE L, Thoo—EFARERTRELTVLET,

st 0f Ej 242! (Korean)

So|Atgt: Jolo) Qo2 E 28 E 4 OA|H 1-800-708-3230 TTY: 711 HO 2 2O|SIMA| Q.
AL 2 82 Bl 2A12F 20| H0j7t Y= 252 9T =21 AH|AE 0|8 ZHsEL T 1-800-
708-3230 TTY: 711 Ho 2 2o|8}AIA| Q. 0|2{3t ME|A L 282 M2 EL|C}

ccinlowIs1990 (Laotian)

UN90: NI1II089INIaoIwgoecns luwIzzesnplnlmacy 1-800-708-3230 TTY: 711._
£9U60IV0BNBIFNIVUANILIIDVODWNID (gLENEIMNCULENTBLLYEILIOW DM
loinmacy

1-800-708-3230 TTY: 711. NILLANILCNTLO OB TONN QI8 101

Mien Tagline (Mien)
LONGC HNYOUV JANGX LONGX OC: Beiv taux meih giemx longc mienh tengx faan benx meih nyei

waac nor douc waac daaih lorx taux 1-800-708-3230

TTY: 711. Liouh lorx jauv-louc tengx aengx caux nzie gong bun taux ninh mbuo wuaaic fangx mienh,
beiv taux longc benx nzangc-pokc bun hluo mbiutc aengx caux aamz mborgv benx domh sou se
mbenc nzoih bun longe. Douc waac daaih lorx 1-800-708-3230 TTY: 711. Naaiv deix nzie weih gong-
bou jauv-louc se benx wang-henh tengx mv zuqc cuotv nyaanh oc.

UATst 291885 (Punjabi)

ofs ©f§: 7 3g6 WUzt I =fg Hee ©f 87 & 3T 8% a9 1-800-708-3230

TTY: 711. wiragd 3o S8t AgesT w3 Aee, AR af 998 2 it sudt =fo eas=y, & Gussm
I5| 5% =3 1-800-708-3230 TTY: 711.

feg A== He= T5|

Pycckuin cnorad (Russian)

BHUMAHWE! Ecnu Bam HyxHa NoMoLLb Ha BallleM poAHOM f3bike, 3BOHWTE No HoMmepy 1-800-708-
3230 nunma TTY: 711. Takke npegocTaBNATCA CPEACTBA W YCNYrk ANS NoAei ¢ orpaHuYeHHbIMK
BO3MOXHOCTAMWU, HANPUMEpP AOKYMEHTbI KPYMHbIM LWpUTOM Unu wpudgtom Bpaiins. 3soHuTe no
Homepy 1-800-708-3230 nuHuna TTY: 711. Takme ycnyrn npegoctaenaoTea GecnnaTtHo.




Mensaje en espaiiol (Spanish)

ATENCION: si necesita ayuda en su idioma, llame al 1-800-708-3230

TTY: 711. También ofrecemos asistencia y servicios para personas con discapacidades, como
documentos en braille y con letras grandes. Llame al

1-800-708-3230 TTY: 711. Estos servicios son gratuitos.

Tagalog Tagline (Tagalog)

ATENSIYON: Kung kailangan mo ng tulong sa iyong wika, tumawag sa

1-800-708-3230 TTY: 711. Mayroon ding mga tulong at serbisyo para sa mga taong may
kapansanan,tulad ng mga dokumento sa braille at malaking print. Tumawag sa 1-800-708-3230
TTY: 711. Libre ang mga serbisyong ito.

uiin'laiinaelne (Thai)

Talsams . wingudasmsaiusomdatdUunmesna AT @ ldAvnaa

1-800-708-3230 TTY: 711 wenwwd dswfaulianuiomdouazuimsdn 4 dmivlARAATIAI NG Wy wamsdn 4
filudnusnusaduas l@NATARUNWA VS dnvsvnalug AT Tnsd Wi TUivunman 1-800-708-3230 TTY: 711

Tl nedmivudnamad

MpumiTtka ykpaiHcekowo (Ukrainian)

YBAIA! Axwo sam noTpiGHa Aonomora Ballok pigHow MoBO, Tened)oHyiTe Ha Homep 1-800-708-
3230 TTY: 711. NNiogn 3 oBMeKEeHUMN MOKNUBOCTAMMW TAKOXK MOXYTb CKOPUCTATUCH AONOMIKHUMMK
3acobamu Ta nocnyramu, Hanpuknag, oTpMMaTh A0KYMEHTW, HaapykoBeaHi WpudTom Bpaiins Ta
BenWKkUM WwWpudTom. TenedoHyiiTe Ha Homep 1-800-708-3230 TTY: 711. Lli nocnyri 6e3KOLITOBHI.

Khéu hiéu tiéng Viét (Vietnamese)

CHU Y: Néu quy vi c&n tre' gitip bdng ngén ngl¥ cia minh, vui l1dng goi sb

1-800-708-3230 TTY: 711. Chlng téi cling hd trg va cung cip céc dich vu danh cho ngudi khuyét tat,
nhu tai liéu bang ch ndi Braille va ch khd I&n (chi hoa). Vui ldng goi s6 1-800-708-3230 TTY: 711.
Céc dich vy nay déu mién phi.
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September 29, 2023

Dear <<First Name>> <<Last Name>>,

Prospect Medical Holdings, Inc. (“Prospect Medical”) is committed to protecting the confidentiality and security of the
information we maintain. We are writing to let you know about a data security incident that involved some of your
information. This letter explains the incident, measures that have been taken, and some steps you can take in response.

On August 1, 2023, Prospect Medical learned of a data security incident that disrupted the operations of some of our IT
systems. We immediately took steps to secure our systems, contain the incident, and notify law enforcement.
Additionally, we engaged the expertise of a third-party forensic investigation firm to conduct a thorough investigation.

Through our ongoing investigation, on September 13, 2023, we determined that an unauthorized party gained access to
our IT network between the dates of July 31, 2023 and August 3, 2023. While in our IT network, the unauthorized party
accessed files that contain information pertaining to Prospect Medical employees and dependents. Our investigation
cannot rule out the possibility that, as a result of this incident, files containing some of your information may have been
subject to unauthorized access. This information may have included your name and Social Security number.

We wanted to notify you of this incident and to assure you that we take it seriously. We have arranged for you to
receive credit monitoring and identity protection services through the company IDX at no cost to you. These identity
protection services include one-year of credit and CyberScan monitoring, a $1,000,000 insurance reimbursement policy,
and fully managed identity theft recovery services. These services are completely free to you, and enrolling in this
program will not hurt your credit score. For more information on the services, including instructions on how to
activate your complimentary one-year membership, please visit http://response.idx.us/prospectmedical or call
1-888-979-0012 or scan the QR image and use the Enrollment Code provided above. Please note the deadline to
enroll is December 29, 2023. For more information on identity protection as well as some additional steps you can take
in response, please see the additional information provided in this letter.

We deeply regret any inconvenience or concern this incident may cause and take this matter seriously. To help prevent
something like this from happening again, we have implemented, and will continue to adopt, additional safeguards and
technical security measures to further protect and monitor our systems. If you have any questions about this incident,
please call 1-888-979-0012, Monday through Friday, 9:00 am — 9:00 pm, Eastern Time (excluding major U.S.
holidays).

Sincerely,

M ar chere ﬁm&/{@ﬂ Sith
Jennifer Marchese Lindsey Smith

Executive Director, Human Resources Director, Human Resources

Eastern Connecticut Health Network Waterbury HEALTH



IDX IDENTITY PROTECTION

1. Website and Enrollment. Scan the QR image or go to http://response.idx.us/prospectmedical and follow the
instructions for enrollment using your Enrollment Code provided at the top of the letter. The enrollment deadline is
December 29, 2023.

2. Activate the credit monitoring provided as part of your IDX identity protection membership. The monitoring
included in the membership must be activated to be effective. Note: You must have established credit and access to a
computer and the internet to use this service. If you need assistance, IDX will be able to assist you.

3. Telephone. Contact IDX at 1-888-979-0012 to gain additional information about this event and speak with
knowledgeable representatives about the appropriate steps to take to protect your credit identity.

IDX Identity will include one-year enrollments into the following service components:

SINGLE BUREAU CREDIT MONITORING (adults*) - Monitoring of credit bureau for changes to the
member’s credit file such as new credit inquires, new accounts opened, delinquent payments, improvements in
the member’s credit report, bankruptcies, court judgments and tax liens, new addresses, new employers, and
other activities that affect the member’s credit record.

CYBERSCAN™ - Dark Web monitoring of underground websites, chat rooms, and malware, 24/7, to identify
trading or selling of personal information like SSNs, bank accounts, email addresses, medical ID numbers,
driver’s license numbers, passport numbers, credit and debit cards, phone numbers, and other unique identifiers.

IDENTITY THEFT INSURANCE - Identity theft insurance will reimburse members for expenses associated
with restoring their identity should they become a victim of identity theft. If a member’s identity is
compromised, the policy provides coverage for up to $1,000,000, with no deductible, from an A.M. Best
“A-rated” carrier. Coverage is subject to the terms, limits, and/or exclusions of the policy.

FULLY MANAGED IDENTITY RECOVERY - IDX’s fully managed recovery service provides restoration
for identity theft issues such as (but not limited to): account creation, criminal identity theft, medical identity
theft, account takeover, rental application, tax fraud, benefits fraud, and utility creation. This service includes a
complete triage process for affected individuals who report suspicious activity, a personally assigned IDCare
Specialist to fully manage restoration of each case, and expert guidance for those with questions about identity
theft and protective measures.



ADDITIONAL STEPS YOU CAN TAKE

We remind you it is always advisable to be vigilant for incidents of fraud or identity theft by reviewing your account
statements and free credit reports for any unauthorized activity. You may obtain a copy of your credit report, free of
charge, once every 12 months from each of the three nationwide credit reporting companies. To order your annual free
credit report, please visit www.annualcreditreport.com or call toll free at 1-877-322-8228. Contact information for the
three nationwide credit reporting companies is as follows:

o Equifax, PO Box 740241, Atlanta, GA 30374, www.equifax.com, 1-800-685-1111
e Experian, PO Box 2002, Allen, TX 75013, www.experian.com, 1-888-397-3742
e  TransUnion, PO Box 1000, Chester, PA 19016, www.transunion.com, 1-800-888-4213

If you believe you are the victim of identity theft or have reason to believe your personal information has been misused,
you should immediately contact the Federal Trade Commission and/or the Attorney General’s office in your state. You
can obtain information from these sources about steps an individual can take to avoid identity theft as well as
information about fraud alerts and security freezes. You should also contact your local law enforcement authorities and
file a police report. Obtain a copy of the police report in case you are asked to provide copies to creditors to correct your
records. Contact information for the Federal Trade Commission is as follows:

e Federal Trade Commission, Consumer Response Center, 600 Pennsylvania Avenue NW, Washington, DC
20580, 1-877-IDTHEFT (438-4338), www.identitytheft.gov

Fraud Alerts and Credit or Security Freezes:

Fraud Alerts: There are two types of general fraud alerts you can place on your credit report to put your creditors on
notice that you may be a victim of fraud—an initial alert and an extended alert. You may ask that an initial fraud alert
be placed on your credit report if you suspect you have been, or are about to be, a victim of identity theft. An initial
fraud alert stays on your credit report for one year. You may have an extended alert placed on your credit report if you
have already been a victim of identity theft with the appropriate documentary proof. An extended fraud alert stays on
your credit report for seven years.

To place a fraud alert on your credit reports, contact one of the nationwide credit bureaus. A fraud alert is free. The
credit bureau you contact must tell the other two, and all three will place an alert on their versions of your report.

For those in the military who want to protect their credit while deployed, an Active Duty Military Fraud Alert lasts for
one year and can be renewed for the length of your deployment. The credit bureaus will also take you off their
marketing lists for pre-screened credit card offers for two years, unless you ask them not to.

Credit or Security Freezes: You have the right to put a credit freeze, also known as a security freeze, on your credit
file, free of charge, which makes it more difficult for identity thieves to open new accounts in your name. That’s
because most creditors need to see your credit report before they approve a new account. If they can’t see your report,
they may not extend the credit.

How do I place a freeze on my credit reports? There is no fee to place or lift a security freeze. Unlike a fraud alert, you
must separately place a security freeze on your credit file at each credit reporting company. For information and
instructions to place a security freeze, contact each of the credit reporting agencies at the addresses below:

e  Equifax Security Freeze, PO Box 105788, Atlanta, GA 30348, www.equifax.com
e  Experian Security Freeze, PO Box 9554, Allen, TX 75013, www.experian.com
e  TransUnion Security Freeze, PO Box 160, Woodlyn, PA 19094, www.transunion.com

You'll need to supply your name, address, date of birth, Social Security number and other personal information. After
receiving your freeze request, each credit bureau will provide you with a unique PIN (personal identification number) or
password. Keep the PIN or password in a safe place. You will need it if you choose to lift the freeze.



How do 1 lift a freeze? A freeze remains in place until you ask the credit bureau to temporarily lift it or remove it
altogether. If the request is made online or by phone, a credit bureau must lift a freeze within one hour. If the request is
made by mail, then the bureau must lift the freeze no later than three business days after getting your request.

If you opt for a temporary lift because you are applying for credit or a job, and you can find out which credit bureau the
business will contact for your file, you can save some time by lifting the freeze only at that particular credit bureau.
Otherwise, you need to make the request with all three credit bureaus.

Additional information for residents of the following states:

Maryland Residents: You may contact and obtain information from your state attorney general at: Maryland Attorney
General’s Office, 200 St. Paul Place, Baltimore, MD 21202, 1-888-743-0023 / 1-410-576-6300, www.oag.state.md.us

New York Residents: You may contact and obtain information from these state agencies: New York Department of
State Division of Consumer Protection, One Commerce Plaza, 99 Washington Ave., Albany, NY 12231-0001,
518-474-8583 / 1-800-697-1220, http://www.dos.ny.gov/consumerprotection; and New York State Office of the Attorney
General, The Capitol, Albany, NY 12224-0341, 1-800-771-7755, https://ag.ny.gov

North Carolina Residents: You may contact and obtain information from your state attorney general at: North
Carolina Attorney General’s Olffice, 9001 Mail Service Centre, Raleigh, NC 27699, 1-919-716-6000 /
1-877-566-7226, www.ncdoj.gov

Rhode Island Residents: This incident involves 57 individuals in Rhode Island. Under Rhode Island law, you have the
right to file and obtain a copy of a police report. You also have the right to request a security freeze, as described above.

You may contact and obtain information from your state attorney general at: Rhode Island Attorney General’s Office,
150 South Main Street, Providence, RI 02903, 1-401-274-4400, www.riag.ri.gov

West Virginia Residents: You have the right to ask that nationwide consumer reporting agencies place "fraud alerts" in
your file to let potential creditors and others know that you may be a victim of identity theft, as described above. You
also have a right to place a security freeze on your credit report, as described above.

A Summary of Your Rights Under the Fair Credit Reporting Act: The federal Fair Credit Reporting Act (FCRA)
promotes the accuracy, fairness, and privacy of information in the files of consumer reporting agencies. There are many
types of consumer reporting agencies, including credit bureaus and specialty agencies (such as agencies that sell
information about check writing histories, medical records, and rental history records). Your major rights under the
FCRA are summarized below. For more information, including information about additional rights, go
to www.consumerfinance.gov/learnmore or write to: Consumer Financial Protection Bureau, 1700 G Street N.W.,
Washington, DC 20552.

e You must be told if information in your file has been used against you.

e You have the right to know what is in your file.

* You have the right to ask for a credit score.

e  You have the right to dispute incomplete or inaccurate information.

e Consumer reporting agencies must correct or delete inaccurate, incomplete, or unverifiable information.

e Consumer reporting agencies may not report outdated negative information.

e Access to your file is limited.

e You must give your consent for reports to be provided to employers.

e You may limit “prescreened” offers of credit and insurance you get based on information in your credit
report.

* You have a right to place a “security freeze” on your credit report, which will prohibit a consumer reporting
agency from releasing information in your credit report without your express authorization.

e You may seek damages from violators.

e Identity theft victims and active-duty military personnel have additional rights.





