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Dominic A. Paluzzi 

Direct Dial: 248.220.1356 

E-mail: dpaluzzi@mcdonaldhopkins.com 

 

April 21, 2023 

 

 
VIA EMAIL (ocpdatabreach@mt.gov) 

Austin Knudsen 

Office of the Attorney General 

Office of Consumer Protection 

P. O. Box 200151 

Helena, MT 59620-0151 

 

 

Re:  Texas Partners Bank – Incident Notification 

 

Dear Mr. Knudsen:  

 

 McDonald Hopkins PLC represents Texas Partners Bank. I am writing to provide 

notification of an incident that may affect the security of personal information of approximately 

eight (8) Montana residents. By providing notice, Texas Partners Bank does not waive any rights 

or defenses regarding the applicability of Montana law or personal jurisdiction.  

 

Texas Partners Bank detected potential unauthorized access an employee email account 

on November 28, 2022. Texas Partners Bank immediately secured the account and launched an 

investigation with the support of third-party experts. After an extensive forensic investigation, 

data mining and manual review process, Texas Partners Bank determined on March 23, 2023 

that the information potentially accessed and acquired by the unauthorized individual may have 

included residents’ personal information, including full name, Social Security number, Driver’s 

License number, and Bank Account number. 

 

Texas Partners Bank has no reason to believe that any personal information will be 

misused as a result of this incident. Nevertheless, out of an abundance of caution, Texas Partners 

Bank wanted to inform you (and the affected residents) of the incident and to explain the steps 

that it is taking to help safeguard the affected residents against identity fraud. Texas Partners 

Bank is providing the affected residents with written notification of this incident commencing on 

or about April 21, 2023 in substantially the same form as the letter attached hereto. Texas 

Partners Bank is also offering the affected residents complimentary one-year memberships with a 

credit monitoring service. Texas Partners Bank is advising the affected residents to always 

remain vigilant in reviewing financial account statements for fraudulent or irregular activity on a 

regular basis. Texas Partners Bank is advising the affected residents about the process for placing 

fraud alerts and/or security freezes on their credit files and obtaining free credit reports. The 

affected residents are also being provided with the contact information for the consumer 

reporting agencies and the Federal Trade Commission.  
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At Texas Partners Bank, protecting the privacy of personal information is a top priority. 

Texas Partners Bank is committed to maintaining the privacy of personal information in its 

possession and has taken many precautions to safeguard it. Texas Partners Bank continually 

evaluates and modifies its practices and internal controls to enhance the security and privacy of 

personal information.  

 

Should you have any questions regarding this notification, please contact me at (248) 

220-1356 or dpaluzzi@mcdonaldhopkins.com. 

Thank you for your cooperation.  

Sincerely, 

 

Dominic A. Paluzzi 

Encl. 
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Whether or not you choose  to use the complimentary 12-month credit monitoring services, we recommend that you place an 
initial 90-day “Fraud Alert” on your credit files, at no charge. A fraud alert tells creditors to contact you personally before 
they  open  any  new  accounts.  To  place  a  fraud  alert,  call  any  one  of  the  three major  credit  bureaus  at  the  numbers  listed 
below. As soon as one credit bureau confirms your fraud alert, they will notify the others.






	Texas Partners Bank MT(31944468.1).pdf
	Texas Partners Bank SSN 12 Months(31942933.1).pdf



