
December 3, 2020

Recipient Name 
Title 
Company Name 
Address 
Anytown, State 54321 

Dear 

We value and respect the privacy of your information, which is why we are writing to advise you of 
a recent data security incident that may have involved some of your personal information.  We 
recently learned that some of your information could have been viewed by an unauthorized third 
party who gained access to three employee email accounts between May 19, 2020, and August 7, 
2020.  We have no reason to believe that your information has been misused to commit fraud or 
identity theft; however, we are providing guidance on how you can protect yourself. 

Upon learning of the incident, we immediately reset the password of the involved email accounts 
to prevent further access.  We also retained a leading forensic security firm to investigate and 
conduct a comprehensive search for any personal information in the involved email accounts and 
to confirm the security of our email and computer systems.  On November 3, 2020, our 
investigation determined that the involved email accounts contained your name and Social 
Security number. 

We do not know if any of your personal information was viewed or acquired by the unauthorized 
third party, and we are not aware of any instances of identity theft as a result of this incident.  We 
are nevertheless offering you a complimentary one-year membership of Experian IdentityWorks 
Credit 3B.  This product helps detect possible misuse of your personal information and provides 
you with identity protection services focused on immediate identification and resolution of identity 
theft.  Experian IdentityWorks Credit 3B is completely free to you and enrolling in this program will 
not hurt your credit score.  For more information on Experian IdentityWorks Credit 3B, 
including instructions on how to activate your complimentary one-year membership, 
please see the additional information provided in this letter. 








